ZARZADZENIE Nr 36 /2025
Starosty Goldapskiego
z dnia 27 listopada 2025 roku

w sprawie wprowadzenia Regulaminu pracy zdalnej w Starostwie Powiatowym w Goldapi

Na podstawie art. 67*° §4 ustawy z dnia 26 czerwca 1974 r. Kodeks pracy (t.j. Dz. U. z 2025 .
poz. 277 z pbézn. zm.), w zwiazku z art. 34 ust. 1 ustawy z dnia 5 czerwca 1998 r.
o samorzadzie powiatowym (t.j. Dz. U. 22024 1. poz. 107 z pozn. zm.) zarzadzam, co nastepuje:

§1
Wprowadzam Regulamin pracy zdalnej w Starostwie Powiatowym w Gotldapi w brzmieniu
zatacznika do niniejszego zarzadzenia.

§2
Traci moc Zarzadzenie Nr 3/2020 Starosty Goldapskiego z dnia 16 pazdziernika 2020 r.
w sprawie okreSlenia zasad organizacji pracy zdalnej oraz systemu pracy rotacyjnej
w Starostwie Powiatowym w Gotdapi.

§3
Nadzo6r nad prawidtowa realizacja zarzadzenia sprawuje Sekretarz Powiatu.

§4

Zarzadzenie wchodzi w Zycie z dniem podpisania i podlega opublikowaniu w sposob

Krzys omasz Kazaniecki

ZWYCZajowo przyjety.



Zalgcznik do Zarzadzenia Nr 36./2025
Starosty Goldapskiego z dnia 27 listopada 2025r.

Procedura pracy zdalnej w Starostwie Powiatowym w Goldapi
§1

Postanowienia ogdlne
1. Niniejsza Procedura okresla zasady ochrony danych osobowych podczas pracy zdalnej i jest
wprowadzana w zwiazku z przepisami rozporzadzenia PEiR (UE)nr2016/679 z 27.04.2016 r.
w sprawie ochrony oséb fizycznych w zwiazku z przetwarzaniem danych osobowych
1 w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE
(Dz. Urz. UEL z 2016 1.119, s.1 ze zm.) — dalej RODO oraz ustawy z dnia 26 czerwca 1974 r.
Kodeks pracy.
2. Procedura pracy zdalnej zwana dalej Procedura okres$la ogdlne zasady pracy zdalnej, zasady
postgpowania z danymi osobowymi, zasady ich zabezpieczenia i ochrony podczas
wykonywania pracy zdalnej oraz w zakresie bezpieczefistwa i higieny pracy.
3. Szczegotowe zasady ochrony danych osobowych w trakcie pracy zdalnej zawiera zalacznik
nr 1 do Procedury.
4. Obowiazek stosowania Procedury dotyczy kazdego pracownika wykonujacego prace zdalna
bez wzgledu na tryb jej uruchomienia.
5. O mozliwosci podjecia pracy zdalnej przez pracownika decyduje Pracodawca. Wniosek
pracownika o zgod¢ na prace zdalng sklada sie pisemnie lub droga elektroniczna
do Pracodawcy wraz z wypemionym Formularzem samooceny pracownika odno$nie spetnienia
warunkow wykonywania pracy zdalnej (warunki lokalowe i techniczne).
6. Praca zdalna moze by¢ prowadzona jedynie w miejscach uzgodnionych z Pracodawca.
7. Praca zdalna moze by¢ prowadzona jedynie po zloZeniu Pracodawcy Oswiadczenia
0 poufnosci oraz O$wiadczenia o zapoznaniu si¢ z Procedur pracy zdalnej (zataczniki nr 2
i3).
8. Jezeli pracownik nie ma mozliwosci §wiadczenia pracy zdalnej z zapewnieniem wtasciwych
zabezpieczen, w szczegdlnosci ze wzgledu na sile wyzsza (np. brak pradu lub Internetu),
niezwlocznie zgtasza to Pracodawcy i postgpuje zgodnie z jego instrukcjami.
9. Kodeks pracy zezwala Pracodawcy przeprowadza¢ kontrole wykonywania pracy zdalnej
przez pracownika, w zakresie bezpieczenstwa i higieny pracy lub kontrole przestrzegania
wymogow w zakresie bezpieczenstwa i ochrony informacji. Jezeli Pracodawca w trakcie

kontroli pracy zdalnej stwierdzi uchybienia w przestrzeganiu przepiséw i zasad w zakresie



bezpieczenstwa i higieny pracy lub w przestrzeganiu wymogéw w zakresie bezpieczenistwa
1 ochrony informacji zobowiazuje pracownika do usuniecia stwierdzonych uchybien
we wskazanym terminie albo cofa zgodg na wykonywanie pracy zdalnej przez tego pracownika.
10. Ztamanie zasad okre$lonych w Procedurze lub niedostosowanie si¢ do postanowieh
niniejszej Procedury moze stanowi¢ naruszenie obowiazkéw pracowniczych.

§2
[lekro¢ w Procedurze jest mowa o:
1) Pracodawcy, administratorze — nalezy przez to rozumieé¢ Pracodawce pracownika
wykonujacego prace zdalna.
2) Danych osobowych — nalezy przez to rozumie¢ dane osobowe w rozumieniu art. 4 pkt 1)
RODO, czyli wszelkie informacje o zidentyfikowanej lub mozliwej do zidentyfikowania osobie
fizycznej, czyli takiej osobie, ktéra mozna bezpoérednio lub posrednio zidentyfikowag,
w szczegblnosci na podstawie identyfikatora takiego jak imig i nazwisko, numer
identyfikacyjny, dane o lokalizacji, identyfikator internetowy lub jeden badz kilka szczegdlnych
czynnikéw okreslajacych fizyczna, fizjologiczna, genetyczna, psychiczna, ekonomiczna,
kulturowa lub spoteczna tozsamo$¢ osoby fizyczne;.
3) IOD - nalezy przez to rozumie¢ Inspektora Ochrony Danych, wyznaczonego przez
Administratora zgodnie z art. 37 RODO.
4) Przetwarzaniu — nalezy przez to rozumie¢ operacjg lub zestaw operacji okreslonych
w art. 4 pkt 2) RODO, takie jak: zbieranie, utrwalanie, organizowanie, porzadkowanie,
przechowywanie,  adaptowanie lub  modyfikowanie, pobieranie,  przegladanie,
wykorzystywanie, ujawnianie poprzez przestanie, rozpowszechnianie lub innego rodzaju
udostgpnianie, dopasowywanie lub tgczenie, ograniczanie, usuwanie lub niszczenie;
w szczegolnosci, w odniesieniu do niniejszej Procedury: rejestrowanie, przechowywanie,
udostepnianie.
5) RODO - nalezy przez to rozumie¢ rozporzadzenie Parlamentu Europejskiego i Rady (UE)
2016/679 z 27.04.2016r. w sprawie ochrony osob fizycznych w zwiazku z przetwarzaniem
danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia
dyrektywy 95/46/WE (ogoélne rozporzadzenie o ochronie danych) (Dz.U. UE.L.Nr 119,
s.1 ze zm.).
6) Przepisach i zasadach w zakresie bezpieczenistwa i higieny pracy - Rozporzadzenie Ministra
Pracy i Polityki Socjalnej z dnia 26 wrze$nia 1997 r. w sprawie ogdlnych przepisow

bezpieczenstwa i higieny pracy.



§3
Dokumentacja ochrony danych osobowych
1. Dokumentacje ochrony danych osobowych u Pracodawcy stanowia Polityka Bezpieczenstwa
przetwarzania danych osobowych oraz Instrukcja zarzadzania systemem informatycznym
zawierajaca szczegOlowe zasady przetwarzania danych osobowych, a takze niniejsza
Procedura.
2. Pracownik zobowiazany jest do stosowania zasad ochrony danych osobowych, w tym zasad
uzyskiwania dostepu, przesylania, przechowywania i wykonywania obowiazkow zwiazanych
z przetwarzaniem danych osobowych.
3. W przypadku watpliwosci co do dopuszczalnego postepowania z danymi osobowymi,
pracownik kontaktuje si¢ IOD lub bezposrednim przetozonym.

§ 4

Prawa i obowiazki Pracownika
1. Pracownik wykonuje prace zdalna jedynie w miejscu uzgodnionym z Pracodawca.
2. Pracownik jest zobowiazany do wykonywania pracy zgodnie z treScia umowy laczacej
go z Pracodawcg oraz zakresem obowiazkow.
3. Ponadto Pracownik zobowigzuje sig do:
1) pozostawania dyspozycyjnym dla Pracodawcy w ustalonych godzinach pracy
i przyjmowania do realizacji biezacych zadan przekazywanych Pracownikowi w ramach
zakresu jego obowiazkow, w szczegOlnosci z wykorzystaniem $rodkow komunikacji
elektroniczne;j,
2) biezacego informowania o wynikach swojej pracy oraz przedstawiania wynikow swojej
pracy Pracodawcy,
3) potwierdzania obecnoséci w pracy w sposob okreslony przez Pracodawceg poprzez wysylanie
maila na poczatku i koricu czasu pracy na adres mailowy lub w inny ustalony przez Pracodawce
sposob.
4. Pracownik ma prawo do wsparcia technicznego ze strony Pracodawcy. Pracownik
niezwtocznie zgtasza Pracodawcy wszelkie uzasadnione potrzeby w tym zakresie.
5. Pracownik zobowiazuje sie zorganizowaé stanowisko do pracy zdalnej w sposob
zapewniajacy bezpieczne i higieniczne warunki pracy.
6. Pracownik obowiazkowo uczestniczy w szkoleniach z zakresu ochrony danych 1 BHP

zapewnianych przez Pracodawce.



§5
Ochrona informacji i danych osobowych
1. Pracownik zobowiazuje si¢ do zabezpieczania dostgpu do sprzetu stluzbowego oraz
posiadanych danych i informacji (w tym takze znajdujacych si¢ na no$nikach papierowych)
przed osobami postronnymi, w tym wspolnie z nim zamieszkujacymi, oraz zniszczeniem.
2. Wykonywanie pracy w formie zdalnej nie zwalnia pracownika z obowiazku przestrzegania
postanowien Polityki bezpieczenstwa przetwarzania danych osobowych przyjetej

u Pracodawcy wraz z dokumentami powigzanymi.



Zalacznik nr 1 do Procedury pracy zdalnej

Zasady przetwarzania danych osobowych
przez pracownika w trakcie wykonywania pracy zdalnej

Podczas wykonywania pracy zdalnej nalezy zastosowaé sie do nizej wymienionych zasad:

I. Zasady ogolne

1. Uprawniony pracownik zobowiazany jest zapewni¢ warunki przetwarzania danych
osobowych gwarantujace ich ochrong przed przypadkowym lub niezgodnym z prawem
zniszczeniem, utrata, modyfikacja, nieuprawnionym uj awnieniem lub nieuprawnionym
dostepem.

2. W przypadku wystgpienia naruszenia danych osobowych lub incydentu bezpieczenstwa,
ktory miat miejsce poza siedziba Pracodawcy pracownik zobowiazany jest do bezzwlocznego
poinformowania o nim kierownictwa Pracodawcy i/lub IOD.

3. Minimalnym stopniem zabezpieczenia danych osobowych przetwarzanych tradycyjnie
(dokumenty papierowe) jest ich przechowywanie w zamykanych na klucz szafach lub
szufladach.

4. Minimalnym stopniem zabezpieczenia danych osobowych przetwarzanych elektronicznie
jest uzywanie jedynie takich urzadzen, w ktérych praca odbywa sig :

1) na profilu uzytkownika zabezpieczonego hastem,

2) zainstalowane jest legalne, aktualne (ze wsparciem producenta) i aktualizowane
oprogramowanie w tym opro gramowanie antywirusowe,

3) zostaly wtaczone automatyczne aktualizacje,

4) zostata wiaczona zapora systemowa,

5) zalogowanie do systemu operacyjnego wymaga uwierzytelnienia, np. poprzez indywidualny
login i hasto uzytkownika, kod PIN, token,

6) wytaczono autouzupetnianie i zapamigtywanie hasta w przegladarce internetowej,

7) zostal zainstalowany program umozliwiajacy zaszyfrowanie i odszyfrowanie danych
(np.:7-zip);

8) zalozona jest blokada ekranu z hastem oraz dane sa chronione za pomoca szyfrowania
(np.: BitLocker).

5. Podczas przenoszenia lub transportu dokumentacji papierowej lub nosnikow elektronicznych

z danymi osobowymi pomigdzy siedziba Pracodawcy a miejscem pracy zdalnej pracownik



zobowiazany jest do zachowania szczegdlnej ostroznosci, tj.: transportuje dokumenty i no$niki
w zamykanej torbie lub teczce, nie pozostawia ich bez bezposredniego nadzoru a podczas
transportu samochodowego przewozi je w bagazniku pojazdu. Dane na no$nikach powinny by¢
spakowane, o ile nie jest to no$nik szyfrowany (np.: za pomoca programow 7zip lub winrar)
1 zabezpieczone hastem.

II. Zasady przetwarzania danych osobowych na nosnikach elektronicznych.

1. Nalezy uzywac sprawnego sprzetu komputerowego z dedykowanym i zabezpieczonego
hastem dostgpu profilem (niezaleznym od pozostatych uzytkownikow w domu w przypadku
sprze¢tu prywatnego).

2. Nalezy stosowa¢ wylacznie legalny i systematycznie aktualizowany system operacyjny
(z aktualnym wsparciem producenta).

3. Nalezy stosowa¢ sprawdzony, aktualny i automatycznie aktualizowany system
antywirusowy, najlepiej klasy ,,Internet Security” o podwyzszonej funkcjonalnosci.

4. Nie wolno uzywaé¢ nosnikéw elektronicznych nieznanego pochodzenia (CDR, DVD,
pendrive itp.) bez ich uprzedniego przeskanowania programem antywirusowym.

5. Przy przesytaniu dokumentdw elektronicznych przez poczte elektroniczng nalezy
je zaszyfrowac, a hasto przekazac adresatowi inng droga (np. telefonicznie lub SMS-em).

6. Przed wystaniem maila nalezy upewni¢ sig, ze wysylka kierowana jest do wiasciwego
adresata, zwlaszcza jesli wiadomo$¢ zawiera dane osobowe lub dane wrazliwe.

7. W przypadku wysytania informacji do kilku odbiorcow, ktérzy nie znaja sie wzajemnie i/lub
ich adresy e-mail sa adresami prywatnymi, nalezy skorzystaé z opcji Ukrytej kopii
(UDW/BCC), tzn.: adresy wpisa¢ w to pole.

8. Przy otrzymywaniu korespondencji mailowej nalezy dokladnie sprawdzi¢ nadawce maila.
Nie nalezy otwiera¢ wiadomosci od nieznanych adresatdéw, a zwtaszcza otwiera¢ zatacznikdw
oraz nie klika¢ w linki zawarte w takiej wiadomosci.

9. Nalezy stosowaé¢ unikalne hasta dostepu do stuzbowych zasobéw informatycznych, inne
niz hasta uzywane do celow prywatnych.

10. Nie wolno udostgpnia¢ loginu, hasel, innych informacji uwierzytelniajacych, kluczy czy
kart dostgpowych osobom trzecim, w tym pozostatym domownikom lub go$ciom.

11. Nie wolno zapisywa¢ haset i innych informacji uwierzytelniajacych na jakichkolwiek
nos$nikach papierowych oraz w sposdb, ktoéry moze narazic je na ujawnienie.

12. Nosniki elektroniczne z danymi osobowymi nalezy przechowywaé w zamykanych szafach

lub szufladach, a klucze deponowaé w bezpiecznym miejscu lub przechowywacé je osobiscie.



13. Nalezy zapewni¢ brak dostgpu innych domownikéw lub gosci do miejsca uzytkowania
komputera w czasie przetwarzania danych lub co najmniej uniemozliwié¢ dostep do poufnych
danych prezentowanych na monitorze komputera.

14. Po zakonczeniu pracy lub czasowo opuszczajac miejsce pracy, nalezy kazdorazowo
zablokowac¢ lub wylaczy¢ sprzet oraz zabezpieczy¢ wszystkie dane osobowe na no$nikach
papierowych lub elektronicznych znajdujace si¢ na stanowisku pracy.

15. Przetwarzajac dane osobowe nie nalezy korzysta¢ z dostepu do Internetu przez otwarte,
publiczne sieci Wi-Fi i Hot-Spoty.

16. W sytuacjach gdy ekran moze by¢ widoczny dla 0séb trzecich, nie nalezy uruchamiaé
aplikacji przetwarzajacych dane osobowe, ani tez wySwietla¢ zawierajacych je dokumentow.
17. Cyklicznie usuwac niepotrzebne — wykorzystane pliki zawierajace dane osobowe.

18. W przypadku tworzenia dokumentacji zawierajacej dane osobowe nie nalezy jej
przechowywa¢ na prywatnym sprzgcie, ale nalezy ja wystac¢ poczta elektroniczna na stuzbowy
adres poczty elektroniczne;j.

I1I. Praca w domu z wykorzystaniem zdalnego pulpitu (zalecane VPN)

1. Przed przystapieniem do pracy pracownik zobowigzany jest sprawdzi¢ stan techniczny
komputera dostgpowego; w przypadku watpliwosci lub innego niz zwykle zachowania sie
sprzgtu lub oprogramowania nalezy zaprzesta¢ przetwarzania i zawiadomi¢ Administratora
Systemow Informatycznych.

2. Pracownik zdalnie loguje si¢ do swojego komputera przez podanie swojego loginu i hasta —
wazne jest aby hasto miato duzy stopien komplikacji, a co za tym idzie byto odpowiednio
,,silne”.

3. Pracownik jest zobowigzany do zachowania danych dostgpowych w tajemnicy.

4. Nie wolno zapisywac¢ loginu i hasta w przegladarkach internetowych i innych programach,
do ktérych moga mie¢ dostgp inni uzytkownicy sprzetu w domu.

5. Po zakonczeniu zdalnej pracy pracownik powinien prawidtowo wylogowacé i zamknag sesje,
nalezy unika¢ konczenia pracy przez wylaczenie sesji przegladarki internetowej badz przez
zamknigcie sesji pulpitu zdalnego.

6. Pozostale zasady pozostaja tozsame z opisanymi w pkt. II.

IV. Zasady przetwarzania Danych osobowych na noénikach papierowych.

1. Dokumenty zawierajace dane osobowe moga by¢ wyniesione poza siedzibe Pracodawcy
jedynie po uzyskaniu jego zgody i wpisaniu do Rejestru dokumentéw pobranych do pracy

zdalnej (zatacznik nr 5).



2. Poza siedzibg¢ moga by¢ wynoszone jedynie kopie dokumentow zawierajacych dane
osobowe.

3. Nie wolno udostgpnia¢ dokumentéw osobom trzecim, w tym pozostalym domownikom
lub gosciom.

4. Nalezy ogranicza¢ do niezbgdnego minimum wydruki dokumentéw zawierajacych dane
osobowe.

5. Przechowywane w domu dokumenty zawierajace dane osobowe powinny by¢ deponowane
w zamykanych na klucz szufladach, biurkach czy szafach tak, aby dostep do ich byt niemozliwy
dla innych domownikéw lub gosci.

6. Podczas pracy z dokumentami papierowymi pracownik winien zachowaé zasade
tzw. ,,czystego biurka” w rozumieniu pracy jedynie z dokumentami aktualnie niezbednymi;
pozostate winny by¢ zdeponowane w zamknigtych szafkach lub szufladach a wersje ,,robocze”
zniszczone w sposob uniemozliwiajacy ich odtworzenie.

7. W trakcie pracy z dokumentami pracownik powinien uniemozliwi¢ innym,
nieupowaznionym osobom (domownikom lub go$ciom) dostep do ich tresci.

8. Dokumenty moga by¢ przechowywane przez pracownika jedynie przez okres niezbedny
do wykonania okre$lonego zadania podczas pracy zdalnej (ograniczenie przechowywania),
a po tym okresie zniszczone lub w mozliwie szybkim czasie przeniesione do siedziby
Pracodawcy.

9. Niszczenie kopii dokumentéw moze odbywaé si¢ w miejscu pracy zdalnej pracownika
pod warunkiem, Ze dysponuje on odpowiednim urzadzeniem do niszczenia dokumentéw —
niszczarka. W przeciwnym wypadku po wykorzystaniu dokumenty powinny by¢ przeniesione

do siedziby Pracodawcy w celu zniszczenia.



Zalacznik nr 2 do Procedury pracy zdalnej

(uzupetnia kazdy Pracownik, majacy wykonywac prace w formie zdalnej)

I. Oswiadczenie Pracownika

Oswiadczam, ze :

- zapoznalem sig z tre$cig Procedury pracy zdalnej w ............................... oraz z zasadami
ochrony informacji i danych osobowych i zobowiazuje si¢ do jego przestrzegania.

- prywatny sprz¢t uzywany do pracy zdalnej spelnia wymagania okre$lone w zataczniku nr 1

do Procedury pracy zdalne;.

Réwnoczesnie informuje:
- Ze numer mojego prywatnego telefonu to ...

- prace zdalng bede wykonywatl pod adresem ..o,

/imig i nazwisko Pracownika/
/wydzial, stanowisko/



Zalgcznik nr 3 do Procedury pracy zdalnej

(imig i nazwisko) (miejscowosé, data)

II. OSwiadczenie o poufno$ci przy wykonywaniu pracy zdalnej

W szczegolnosci zobowiazuje sie do:

1) przetwarzania informacji wytacznie w zakresie i celu przewidzianym w powierzonych przez
Pracodawce zadaniach,

2) zachowania w tajemnicy informacji do ktérych mam lub bede mie¢ dostep w zwiazku
z wykonywaniem zadan podczas pracy zdalnej,

3) niewykorzystywania informacji w celach niezgodnych z zakresem i celem powierzonych
zadan przez Pracodawcg,

4) zachowania w tajemnicy sposobdw zabezpieczenia sprzetu IT i systemow informatycznych
wykorzystywanych do pracy zdalnej,

5) ochrony danych osobowych przed przypadkowym lub niezgodnym z prawem zniszczeniem,
utrata, modyfikacja danych osobowych, nieuprawnionym ujawnieniem danych osobowych,
nieuprawnionym dostgpem do danych osobowych oraz przetwarzaniem,

6) uniemozliwienia dostgpu do komputera, telefonu i innych nosnikéw przekazanych mi przez
Pracodawcg oraz informacji w nich zawartych, w tym danych osobowych, domownikéw oraz
innych osdb trzecich,

7) zwroci¢ powierzone mi no$niki wraz z kompletnymi danymi na kazde zadanie Pracodawcy.

Przyjmuj¢ do wiadomoSci, iz postgpowanie sprzeczne z powyzszymi zobowigzaniami moze
by¢ uznane przez Pracodawce za naruszenie przepisow Rozporzadzenia o ochronie danych UE

z dnia 27 kwietnia 2016 r. (RODO) oraz Ustawy o Ochronie Danych Osobowych.

podpis oswiadczajacego



Zalgcznik nr 4 do Procedury pracy zdalnej

III Wzér rejestru dokumentéw pobranych do pracy zdalne;j

Nazwa dokumentu Ilo$¢ stron Data pobrania Data zwrotu Podpis pracownika Zatwierdzenie Uwagi
kompletnosé
po zwrocie




Zalgeznik nr 5 do Procedury pracy zdalnej

(stanowisko)

WNIOSEK O WYKONYWANIE PRACY ZDALNEJ OKAZJONALNEJ

Na podstawie art. 67 ustawy z dnia 26 czerwca 1974 r. Kodeks pracy wnioskujg
o wykonywanie pracy zdalnej okazjonalnej w Wymiarze .................... dni.

Praca zdalna bedzie wykonywana w terminie od ........cocoeeniiiinininn, [+ JO—————
Oswiadczenie pracownika:

Os$wiadczam, ze:

prace okazjonalng w Wymiarze .........c..cce... ;

— przyjmuje do wiadomoSci i stosowania podczas pracy okazjonalnej wprowadzone przez
pracodawce Procedury ochrony danych osobowych podczas pracy zdalne;j;

— zobowigzuje sie do aktywnego uczestnictwa w szkoleniu w zakresie zasad ochrony danych
osobowych podczas pracy zdalne;j;

— zobowiazuje sie¢ do aktywnego uczestnictwa w instruktazu z zakresu systemow
informatycznych wykorzystywanych w pracy zdalnej, zasad dostepu do nich i zapewnienia
bezpieczenstwa podczas zdalnego dostepu do danych osobowych;

— zobowiazuje si¢ do dochowania szczegolnej ostroznosci podczas transportu powierzonego
sprzetu, narzedzi i informacji do miejsca wykonywania pracy zdalnej;

— wiem, ze pracodawca ma prawo przeprowadza¢ kontrolg wykonywania pracy zdalnej,
kontrole w zakresie bezpieczefstwa i higieny pracy lub kontrolg przestrzegania wymogow
w zakresie bezpieczenstwa i ochrony informacji, w tym procedur ochrony danych osobowych,

w sposdb uzgodniony z pracownikiem.

(podpis pracownika)
Oswiadczenie pracodawcy:

Wyrazam zgode/ nie wyrazam zgody* na wykonywanie pracy zdalnej okazjonalne;.

(podpis pracodawcy)

*niewta$ciwe skreslic

! Okazjonalna praca zdalna nie moze przekraczac¢ 24 dni w roku kalendarzowym



Klauzula informacyjna

W zwiazku z zawarta umowa o pracg zgodnie z art. 13 ust. 1 1 ust. 2 ogblnego Rozporzadzenia
Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 1. w sprawie ochrony
0s6b fizycznych w zwiazku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogolne rozporzadzenie
o ochronie danych - RODO) (Dz.U. UE. z 2016 1., L 119, poz. 1) informujeg, ze:

1. Administratorem Pani/ Pana* danych osobowych jest ...
2. Inspektorem Ochrony Danych jest Pani/ Pana* ... ,
wszelkie pytania zwiazane z przetwarzaniem danych osobowych mozna kierowa¢ na adres
Doy V- ¥ 1 C T T RTRETERITTTET AT
3. Pani/ Pana* dane osobowe beda przetwarzane w celu umozliwienia pracownikowi
wykonywania pracy zdalnej, jej ewidencji i kontroli, w zwiazku z przepisami ustawy z dnia
26 czerwca 1974r. - Kodeks pracy i przepisami wykonawczymi (art. 6 ust. 1 lit. ¢) RODO).
W przypadku wykonywania pracy zdalnej na podstawie wniosku pracownika posiadajacego
orzeczenie o niepetnosprawnosci albo orzeczenie o znacznym stopniu niepetnosprawnosci albo
pracownika sprawujacego opieke nad innym cztonkiem najblizszej rodziny lub inng osoba
pozostajaca we wspolnym gospodarstwie domowym posiadajacym takie orzeczenie, dane
osobowe bedg przetwarzane na podstawie art. 9 ust. 2 lit. ‘b) RODO.

4. Pani/ Pana* dane osobowe przetwarzane beda w $ciéle okreslonym, minimalnym zakresie
niezbednym do osiagniecia celu, o ktérym mowa powyzej.

5. Pani/ Pana* dane osobowe beda przechowywane w aktach osobowych pracownika przez
czas trwania stosunku pracy oraz zgodnie z terminami archiwizacji okre$lonymi przez przepisy
powszechnie obowiazujacego prawa, w tym Rozporzadzenie Prezesa Rady Ministrow z dnia
18 stycznia 2011 r. w sprawie instrukcji kancelaryjnej, jednolitych rzeczowych wykazow akt
oraz instrukcji w sprawie organizacji i zakresu dziatania archiwow zaktadowych.

6. Z wyjatkami okreslonymi w przepisach prawa posiada Pani/Pan* prawo: dostgpu do tresci
swoich danych, do ich sprostowania, usunigcia w przypadkach okre$lonych w art. 17 RODO,
ograniczenia przetwarzania w przypadkach okreslonych w art. 18 RODO, do przenoszenia
danych w przypadkach okreslonych w art. 20 RODO, prawo whniesienia sprzeciwu
w przypadkach okreslonych w art. 21 RODO.

7. Podanie przez Pania/ Pana* danych osobowych jest dobrowolne, ale niezbedne

do weryfikacji gotowosci do §wiadczenia pracy zdalnej, wniosku o $wiadczenie pracy zdalnej



a nastepnie zawarcia umowy dotyczacej wykonywania pracy zdalnej. Niepodanie danych
osobowych oznacza brak mozliwosci wykonywania pracy zdalne;j.

8. Administrator moze przekaza¢/ powierzy¢ Pani/ Pana* dane innym instytucjom/ podmiotom.
Podstawq, przekazania/powierzenia danych sa przepisy prawa lub umowy powierzenia danych
do przetwarzania zawarte z podmiotami $wiadczacych uslugi na rzecz Administratora.
Odbiorca danych osobowych beda uprawnione podmioty na podstawie przepisOw prawa
lub podmioty $wiadczace ustugi Administratorowi na podstawie odrgbnych umow.

9. Ma Pani/ Pan* prawo wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych,
ul. Stanistawa Moniuszki 1A, 00-014 Warszawa gdy uzna Pani/ Pan*, iz przetwarzanie danych
osobowych Pani/ Pana* dotyczacych narusza przepisy ogolnego Rozporzadzenia o ochronie
danych osobowych.

10. Pani/ Pana* dane osobowe nie beda przetwarzane w sposob zautomatyzowany, poddawane

profilowaniu, przekazywane do pafistw trzecich ani organizacji migdzynarodowych.



Zatgcznik nr 6 do Procedury pracy zdalnej

Prosz¢ o wypelnienie zgodnie ze stanem faktycznym.

Informacja:

Art. 67?® ustawy Kodeks pracy zezwala pracodawcy przeprowadza¢ kontrole wykonywania
pracy zdalnej przez pracownika, w zakresie bezpieczenstwa i higieny pracy lub kontrolg
przestrzegania wymogow w zakresie bezpieczefistwa i ochrony informacji. Jezeli pracodawca
w trakcie kontroli pracy zdalnej stwierdzi uchybienia w przestrzeganiu przepisow i zasad
w zakresie bezpieczenstwa i higieny pracy lub w przestrzeganiu wymogdéw w zakresie
bezpieczefistwa i ochrony informacji zobowiazuje pracownika do usunigcia stwierdzonych
uchybien we wskazanym terminie albo cofa zgodg na wykonywanie pracy zdalnej przez

tego pracownika.

Formularz samooceny pracownika
odno$nie spelnienia warunkéw wykonywania pracy zdalnej
(warunki lokalowe i techniczne)

I. Ocena warunkow lokalowych

Oswiadczenie pracownika
1.1. Czy praca zdalna bedzie wykonywana w pomieszczeniu zamykanym, uzytkowanym tylko
przez pracownika, zabezpieczonym przed dostgpem o0sob trzecich?
1.2. Jezeli odpowiedZz na 1.1. jest negatywna, czy praca zdalna bedzie wykonywana
w pomieszczeniu, w ktorym dostep domownikoéw moze by¢ ograniczony w czasie pracy?
1.3. Czy w czasie wykonywania pracy zdalnej przez pracownika w tym samym pomieszczeniu
przebywajg inne osoby pracujace zdalnie lub uczace si¢ zdalnie?
1.4. Czy pomieszczenie, w ktorym ma by¢ wykonywana praca zdalna umozliwia skupienie
pracownika (brak statych hataséw z otoczenia)?
1.5. Czy pomieszczenie, w ktorym ma by¢é wykonywana praca zdalna, wyposazone jest
w szafy/szafki/szuflady, w ktorych moze by¢ bezpiecznie przechowywana dokumentacja

zwiazana z wykonywang praca zdalna?



I1. Ocena warunkow technicznych
Oswiadczenie pracownika
2.1. Czy miejsce wykonywania pracy zdalnej przez pracownika wyposazone jest w dostep

do internetu?

2.3. Czy miejsce wykonywania pracy zdalnej przez pracownika wyposazone jest w dostep
do pradu?

Sumaryczna ocena /dokonuje pracownik/: /nalezy wzia¢ pod uwage dominujace odpowiedzi
oceniajac, czy warunki sa wystarczajace do wykonywania pracy zdalnej na konkretnym
stanowisku?/

Czy pracownik posiada warunki lokalowe do wykonywania pracy zdalnej?

(podpis pracownika)



